
Results of the 3M™ Visual Hacking Experiment
VISUAL HACKING EXPOSED

A covert experiment1 in which an  
undercover visual hacker was sent into 
participating corporate offices exposes 
how easy it is to capture sensitive company 
information through visual means.
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1 Ponemon Institute, “3M Visual Hacking Experiment,” 2014, sponsored by 3M and the Visual Privacy Advisory Council. 
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